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Avast Business  
Management Console

Manage your device and application  
security at no extra cost 

The Avast Business Management Console provides a simple solution 
for small businesses to centrally manage the security of all devices in 
their network. Gain a comprehensive view of protection levels across the 
business with tools to run reports, receive notifications, add new licenses, 
and apply tasks – all free of charge with any Avast Business Endpoint 
Protection Solution. 

Monitor device security 
Use the console to monitor the health of all managed devices from one place, review  
the number of blocked threats, schedule regular scans, and more.

Install updates quickly
Remotely download and distribute virus and program updates to all devices from one  
console to save time and bandwidth.

Set up in minutes
Choose an endpoint protection solution, set up the console, and assign your antivirus  
and patch management to your devices to protect them from cyberthreats.

Set up your console in 3 easy steps

Select your Endpoint 
Protection Solution

Select on-premise or cloud 
Management Console

Install, activate, and  
protect your devices



About Avast Business
Avast Business provides integrated, enterprise-grade endpoint and network 
security solutions for SMBs and IT service providers. Backed by the largest, 
most globally dispersed threat detection network, the Avast Business security 
portfolio makes it easy and affordable to secure, manage, and monitor complex 
networks. The result is superior protection that businesses can count on.

For more information about our managed services and cybersecurity 
solutions, visit www.avast.com/business.
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Features

Management Dashboard
Activate devices, add devices to groups, configure antivirus settings,  
and view blocked threats from an easy-to-read dashboard.

Notifications
Receive instant email notifications on any security threats or network issues 
that need your attention, including outdated antivirus applications, extended 
device inactivity, and additional device updates. 

Master Agent
Select a device as the Local Update Server where all updates can be 
downloaded. Save bandwidth by scheduling and distributing updates to  
all endpoints in your network when it’s convenient. 

Tasks
Set up security tasks for all managed endpoints, such as scans, messages, 
updates, and shutdowns to ensure optimal security for the entire network.

Device Setting Templates
Equip your managed devices with default security templates that are easily 
customizable to ensure each device has the appropriate amount  
of protection.   

Reports
View detailed reports that include blocked threats, task lists, and protected 
devices, making it simple to improve security and customize protection. 

Windows
Windows 7 (Service Pack 1), Windows 8, 
Windows 8.1, Windows 10 – Windows 10 Pro, 
Windows 10 Education, and Windows 10 
Enterprise. 

Servers
Windows Server 2019 (64-bit version)

Windows Server 2016 (64-bit version)

Windows Server 2012 (64-bit version)

Windows Server 2008 R2 (64-bit version  
with the latest Service Pack, excl. Server 
Core Edition)

Microsoft Exchange Server 2016  
(64-bit version)

Microsoft Exchange Server 2013  
(64-bit version)

Microsoft Exchange Server 2010  
Service Pack 2 (64-bit version)

Mac
MacOS 10.9 (Mavericks or later with at least 
500 MB of free disk space.)

Hardware
Intel Pentium 4 / AMD Athlon 64 CPU 
supporting SSE2 instructions, 256 MB+ RAM 
and 2 GB of hard disk space.

System Requirements
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